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1. Introduction
TM Private Security Ltd is committed to protecting the privacy and security of the personal information of clients, employees, contractors, and partners. The company complies with the UK General Data Protection Regulation (UK GDPR), the Data Protection Act 2018, and all relevant data protection laws.
This Privacy Policy explains how personal data is collected, used, disclosed, and safeguarded in the course of providing security and risk management services, including close protection, door supervision, manned guarding, event stewarding, medical support, and consultancy.
By using the services of TM Private Security Ltd, contacting the company, or visiting its website, you agree to the practices described in this policy.

2. Who We Are
· Company Name: TM Private Security Ltd
· Company Registration Number: 16078451
· Registered Office: Bothy Cottage, Berwick Park, Shrewsbury, SY4 3HJ
· Data Controller Contact: L.D. Thomas Matthews
· Email: info@tm-security.uk
· Telephone: 07709225038

3. What Information We Collect
TM Private Security Ltd may collect and process the following categories of personal data:
Clients & Prospective Clients
· Name, address, phone number, and email address
· Payment details and billing information
· Security requirements, site access information, and risk assessments
· Correspondence records
Employees & Contractors
· Identification documents (e.g., passport, driving licence, SIA licence)
· Contact information and emergency contacts
· Employment records, training certificates, and qualifications
· Payroll, tax, and banking information
· Incident reports and compliance records
Event Attendees & Visitors (if applicable)
· Names, ticket/booking details, and emergency contacts (where provided)
· CCTV footage and incident logs
· First aid/medical information provided voluntarily during incidents
Website & Online Services
· IP addresses, device information, and browsing behaviour
· Contact form submissions and enquiry data

4. How Personal Data is Used
Personal information may be used for the following purposes:
· To provide security, close protection, and risk management services
· To fulfil legal and contractual obligations
· To manage staffing, payroll, and HR requirements
· To maintain safety and compliance with SIA, police, and local authority requirements
· To process payments and invoices
· To respond to enquiries, complaints, and feedback
· To ensure the safety of events, venues, and individuals
· To comply with legal obligations (e.g., incident reporting, law enforcement requests)

5. Lawful Bases for Processing
Personal data is processed under the following lawful bases:
· Contractual necessity – to deliver services as agreed with clients and staff.
· Legal obligation – to meet requirements under employment law, SIA regulations, and health & safety.
· Legitimate interests – to ensure site safety, protect assets, and maintain business operations.
· Consent – where explicit agreement has been provided (e.g., for marketing communications).

6. Data Sharing & Disclosure
Personal data may be shared with:
· Law enforcement agencies, regulators, and courts (where legally required)
· Event organisers and venue owners (for operational and safety purposes)
· Payroll, accounting, and HR service providers
· Insurance companies and legal advisors
· Medical providers in the event of emergencies
TM Private Security Ltd does not sell or trade personal data for marketing purposes.

7. Data Retention
Personal data is retained only as long as necessary for the purposes collected and to meet legal obligations. For example:
· Client records: up to 6 years after contract completion
· Employment records: up to 6 years after termination
· CCTV and incident logs: usually retained for up to 30 days unless required for investigation

8. Data Security
Appropriate technical and organisational measures are used to safeguard data, including:
· Secure storage systems and encrypted communications
· Restricted access to personal information
· Regular staff training in data protection and confidentiality
· Secure disposal of records when no longer needed

9. Your Rights
Under UK GDPR, individuals have the following rights:
· Right to access data (Subject Access Request)
· Right to rectification (correct inaccurate data)
· Right to erasure (“right to be forgotten”)
· Right to restrict processing
· Right to data portability
· Right to object to processing
· Right not to be subject to automated decision-making
To exercise these rights, please contact:
L.D. Thomas Matthews – Data Controller
📧 info@tm-security.uk
📞 07709225038

10. International Transfers
Personal data is not routinely transferred outside the UK. If required, appropriate safeguards will be implemented.

11. Complaints
Concerns about the use of personal data should be raised with the Data Controller in the first instance.
Individuals also have the right to lodge a complaint with the Information Commissioner’s Office (ICO) at www.ico.org.uk.

12. Updates to This Policy
This Privacy Policy may be updated from time to time. The latest version will always be available on the TM Private Security Ltd website, with the date of the last update clearly shown.

